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What’s in it for me?

• Grounds thinking about attackers

• Fits into your design activities

• Helps justify security design decisions


